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Abstract: Rehosting is the process of porting a |
physical device to run in software. By rehosting g (Main Controlle oraton Senser
operational technology (OT) devices, we are able Network Switeh h
to perform cyber analysis on critical
infrastructure to protect from cyber attacks.
Building upon MIT Lincoln Lab’s existing
rehosting infrastructure, we were able to |

demonstrate the feasibility of cyber analysis on +a P with
two Programmable Logic Controllers (PLCs) to niertace eedbed
uncover existing and new vulnerabilities.
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Figure 4: Denial of Service Attack
Demonstration Pathway
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